**Демо-версия вариативной части II уровня для 10.02.02**

**8 Настройка активных соединения и открытых портов штатными средствами ОС Windows 7 Professional SP1.**

8.1 Определить открытые порты и процессы использующие их, выявить процессы использующие «опасные» порты 135-139,445.

 Сделать скриншот экрана - нажатием кнопки PrintScreen – 1 балл

8.2 По PID определить тип процесса через командную строку или диспетчер задач использующие «опасные» порты.

 Сделать скриншот экрана - нажатием кнопки PrintScreen – 1 балл

8.3 Закрыть «опасные» соединения 135-139 брандмауэром OC Windows7 Professional SP1.

 Сделать скриншот экрана - нажатием кнопки PrintScreen – 1 балл

8.4 Закрыть порт 445 с применением команды «Netsh».

 Сделать скриншот экрана - нажатием кнопки PrintScreen – 1 балл